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transferred from a source to destination at any time every 
source node is having the exact packet of information. When 
there is a change in the network means mobility happens in 
the network means affects the system [8]. It is not suitable 
for more number of nodes. Traffic is also a problem in Ad-
hoc.  
 
2.3  Reactive Protocol 
 

This method is modern method and in this method 
when there is a request from destination for a particular set 
of informations, source sends the packets depends upon the 
requirement. The combination of both proactive and reactive 
approach is said as Hybrid approach [9]. In this hybrid 
advantages of  both the systems are effectively given and 
drawbacks are overcomes. It requires good knowledge and 
balance between proactive and reactive protocol. It also 
requires control over the operating modes [7] [10].  
 

3.  BLUETOOTH 
 
Bluetooth is a device used for wireless data transmission. It 
exchanges the datas with a wavelength of frequency of 2.4 o 
2.485Ghz over a short distance. The standard Bluetooth 
operates in the band of 2.49Hz. The width of the band may 
differ slightly. The range of Bandwidth is 2.400 to 
2.4835Mhz for united states and Europe. The bandwidth in 
japan are 2.471 to 2.497Mhz. The connection will be 
effective within 10m, using amplifiers it is possible to bring 
upto 100m. But it has some interferences [6].  
 

 
 
3.1  Synchronous connection  

 
Synchronous connection oriented is one of the two 

possible bluetooth data link. It is symmetric, point to point 
link between the master device and a specific slave.  
 

4.  ADVANTAGES 
 This system is more flexible to handle  
 This system has better mobility 
 This system can be turn up and turn down in a very 

short time 
 This system is more economical 
 This system has robust network 

 The nodes in this system will work independently 
because it does not depend on hardware and 
software 

 This system works without any central networks.  
 

5.  DRAWBACKS 
 

 This system has very less physical securities due to 
wireless transmission 

 If there exists any change in the topology means it 
is very hard to predict 

 Due to its wireless links it has lower capacity of 
transmission than wired network.  

 For any design of system energy saving is an 
important criteria. The functions offered by a node 
will depend upon the power.  

 The network boundaries designed for this system 
are poor. 

 There exists some traffic between nodes. 
 Some terminals are hidden, so some packet lossed. 
 Device will have heterogeneity 

 
6.  APPLICATIONS 

 
 Ad-hoc network is a wireless network due to this it 

is very less in weight.  
 Due to its lightweight it is fancy and can be used at 

anytime due to communicating infrastructure.  
 Generally  Ad-hoc networks are used in business 

and corporate sector for its efficiency. 
 Generally used Ad-hoc networks are  

a. Mobile – Adhoc Network (MANET) 
b. Vehicular – Adhoc Network (VANET) 
c. Wireless sensors (WSN) 

 In Disaster Management Ad-hoc are used  
 Military Applications : Ad-hoc Networks plays a 

vital role in one of our defense department. 
Informations are transferred from headquarters to 
entire soldiers by means of Ad-hoc network[8].  

 In any conference or in any meetings information 
from the source is shared to the destination ie., 
participants by means of Ad-hoc.  

 It has its real time applications people sharing or 
transferring information through a personal device 
called personal digital assistant. This will depend 
upon the operation of person.  

 Intraction between people in social media, meme 
tag are some of the examples. 

 It also extend its applications in natural disaster, 
search and rescue missions.  

 
7.  CONCLUSION 

 
Several researches have been made by the eminent 

scientists to transfer the data with minimum loss and reliable 
communication by providing small delay and small delay 
variability between the nodes.  
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